**Fiche de séances**

**INFO**

**Durée 1h**

| **Pôle d’activité** | **Etude et conception de réseaux informatique** | **U5** |
| --- | --- | --- |
| **Bloc de compétences** | **Valider un système informatique** | **C06** |
| **Compétence(s)** |  |  |
| **Objectif pédagogique** | **Module 07-A - Démarche d’audit et de validation** | |

| **Connaissances issues du référentiel** | * Niveaux de sécurité attendus : Chiffrage , protection de communication | Niveau 2 |
| --- | --- | --- |
|  |  |
| **Connaissances opérationnalisées\*** |  |  |
|  |  |

\* Connaissance opérationnalisée : description de la compétence en fonction du niveau visé par la séance.

Activités

1. Activité de réactivation sous forme carrousel sur etherpads : 15/ 8 / 4 mn

Quels sont les cas d’usage d’OpenSSH ?

Quels sont les atouts d’OpenSSH ?

Quelles sont les limitations d’OpenSSH ?

1. Cours - DCJ : Introduction à la démarche et création d’une ossature de document

| **Ressources pédagogiques :**  <https://www.ssi.gouv.fr/uploads/2014/01/NT_OpenSSH.pdf> |
| --- |

|  |
| --- |
|  |

**Évaluation**

1. QCM